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Preface

Blockchains enable new trust architectures. These architectures are not just distributed but they are also decentralised. This means that no single person or entity is specifically in charge of running the system – no one runs the show. Instead, the system is arranged in a way that many unrelated agents are collectively in charge. From their collective effort emerges ideally a perfect and transparent trusted third party. It is not easy to organise the production of such a decentralised resource. It is the work of the blockchain engine – or consensus algorithm – to keep the many operators with consistent views of the system and to make the system reliable and dependable. Systems built in this way offer no specific point of failure – so the story goes. For the same reason, they are hard and costly to attack, as the adversary needs to recruit massive resources to coordinate sufficiently many agents to take over the system.

Blockchains have been around for some time now and continue to grow in use and in diversity of services and underpinning mechanisms. There are many trust engines – each with different trade-offs between various criteria of performance and various levels of maturity. The creativity in the field is truly staggering and a consequence of its openness. Note that openness is a natural correlate of decentralisation: if the system is closed, it is the beginning of an inventory of the various agents and one eventually will come to know who they are. People love openness as they have direct access to the levers of governance/consensus and monetary policies, things most people never get to see in a lifetime except when playing video games maybe. This combination of openness and of having a computational substrate opens up new algorithmic economic spaces. Voting, allocation, rewards, monetary policies, pricing cascades, tax systems everything is up for reinvention in a framework where everything can be seen and everyone sees that rules are correctly applied. In this enthusiastic universe we have already seen crises, collapses, and subsequent evolution. We have now some data points and an incipient understanding of what works and what not.

However, there are many things the field still needs to improve. One which is most frequently mentioned is the need to scale up decentralised systems to a level comparable to that of the traditional trust systems they purport to replace (at least in part). Another one is the ability to offer confidentiality-preserving modes of operation as the need of secrecy is often a necessity in business transactions. Also it would help if the price of the collective computational resource was lower (compared to centralised cloud computing) and more predictable.

But there are other pressing and perhaps more difficult questions. No matter what technique is used for consensus, it all relies on a key assumption: namely that the multiple agents in charge are independent or approximately so - and will therefore act neutrally with respect to the users and be only driven by their own interests. Agents do not collude - it is assumed. The trust therefore derives not from traditional reputation-and-regulation mechanisms but from this neutrality postulate on which everything blockchain hinges. For this assumption to be realistic, one needs many agents - so many that no actor can summon enough resources to corrupt or otherwise control a sufficiently large subset of the agents of the system.

It follows that such systems are harder to update and to set back on a good course should there be a problem. It is a logical necessity that the system has no single point of accountability. It is also hard to repair or amend a system with many independent operators. One needs means of coordination and yet no means of collusion. It sounds difficult and it is!
One fundamental need of the economic world may be a need for some level of reversibility that is hard to combine with decentralised mechanisms. Another aspect of the coordination-without-collusion problem is that there is not even the common legally operative notion of a “one” agent - meaning the various software agents (commonly called nodes, miners, block makers, and users) that maintain and provide the computational resources of the system are not legal entities (persons or other type of legal entity such as firms). This is another fundamental and fundamentally unanswered question at the time of writing. Namely, how one can even define and measure – let alone incentivise – decentralisation. Counting how many nodes there are can only be a proxy. This is one aspect of the famous Sybil problem: namely the near-zero cost of creating new on-line pseudo-identities. Yet another unavoidable correlate of decentralisation is that agents in the system need to find an incentive to maintain that system - and that incentive has to be baked in the decentralised operation (else the nodes are someone’s employee or friends and the system is no longer de-centralised).

The ambition of the conference we have organised – which we hope will be the first of a series – was specifically to cater to this broad type of questions around the incentive structures that are needed to keep up and stabilize decentralised systems. How does one measure, induce, and monitor “decentralised” in a decentralised environment. If trust is a resource, how much trust does one need for what usage and at what price. How does one design incentives that will hold the trust-providing system together, keep its different actors happy, and foster stability and resilience. Specifically, how does one set up the rules for the allocation of platform profits, and how does one handle the profit/price dilemma. That is to say how can one reconcile profit distribution rules with the price of the system’s own token/cryptocurrency which is the means by which incentives are implemented. Token holders want a high price but platform contributors want a high profit.

There is need for methodological guidance to find both pen and paper and data-driven solution paths to the key questions above; to produce tools that will help designers of decentralised socio-technical systems to ‘science out’ fundamental difficulties; to reinforce and build better trust structures with sound economics; and understand the complex multi-objective optimisation which is implied. We hope this conference and its subsequent editions will provide a favourable space for the further exploration of these new territories in computer science and economics.

For this first edition, there were 38 papers submitted: 23 papers in computer science (17 as regular papers for publication in the proceedings and 6 for presentation only) and 16 papers in economics. The computer science program committee selected 11 papers for publication and presentation and 3 papers for presentation only. The economics program committee selected 8 papers for presentation at the conference. Every submitted paper was evaluated by at least three members of the program committee.

The program included two keynotes lecture in computer science by Amr El Abbadi (UCSB, USA) and Dahlia Malkhi (VMware, USA) and two keynotes lectures in economics by Lin William Cong (University of Chicago Booth School of Business, USA) and Catherine Casamatta (Toulouse School of Economics, France). The abstracts of the keynote lectures in computer science are included in this volume.

The best paper award was presented by William George and Clement Leseage for the paper: *a Smart Contract Oracle for Approximating Real-World, Real Number Values*. The paper was awarded with the “Asseth - Kaiko Prize for Research in Cryptoeconomics” (1,500 euros).

The success of this first edition was the result of a team effort. We thank the authors for providing valuable content for the conference and the program committee who worked hard in reviewing papers and giving feedback to the authors. We also thank the Ecole
Normale Superieure who hosted the conference, our institutional supporters, CEA LIST, CNRS, CREST, ENS, Sorbonne Université, and our financial supporters, Asseth-Kaiko, Capgemini, Institut Carnot. Finally, we want to thank our wonderful students and colleagues, Antonella, Yackolley, Pablo, Gewu, Nicolas, Zeinab, Zainah, Agnès, Onder, Thibault, Aimen and Francois that helped with all the logistics of the conference.
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