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Abstract
This paper proposes a compositional framework
based on dissipativity approaches to construct con-
trol barrier certificates for networks of continuous-
time stochastic hybrid systems. The proposed
scheme leverages the structure of the interconnec-
tion topology and a notion of so-called control stor-
age certificates to construct control barrier certific-
ates compositionally. By utilizing those certificates,
one can compositionally synthesize state-feedback
controllers for interconnected systems enforcing
safety specifications over a finite-time horizon. In
particular, we leverage dissipativity-type compos-
itionality conditions to construct control barrier
certificates for interconnected systems based on cor-

responding control storage certificates computed
for subsystems. Using those constructed control
barrier certificates, one can quantify upper bounds
on probabilities that interconnected systems reach
certain unsafe regions in finite-time horizons. We
employ a systematic technique based on the sum-of-
squares optimization program to search for storage
certificates of subsystems together with their cor-
responding safety controllers. We demonstrate our
proposed results by applying them to a temperat-
ure regulation in a circular building containing 1000
rooms. To show the applicability of our approaches
to dense networks, we also apply our proposed tech-
niques to a fully-interconnected network.
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1 Introduction

Motivations. Formal methods are becoming a promising scheme to design controllers for complex
stochastic systems against high-level logic properties, e.g., those expressed as linear temporal logic
(LTL) formulae [25]. Since the closed-form characterization of synthesized policies for continuous-
time continuous-space stochastic systems is not available in general, formal policy synthesis for
those complex systems is naturally very challenging due to their continuous state sets.

To mitigate the encountered computational complexity, one potential direction is to approximate
original models by simpler ones with finite state sets (a.k.a., finite Markov decision processes
(MDPs)). However, due to discretizing the state and input sets, the finite-abstraction based
techniques suffer severely from the curse of dimensionality problem. To alleviate this issue,
compositional techniques have been introduced in the past few years to construct finite MDPs of
interconnected systems based on constructing finite MDPs of smaller subsystems [11, 12, 13, 14,
15, 16, 19, 20].
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Although the proposed compositional frameworks in the setting of finite abstractions can
mitigate the effects of the state-explosion problem, the curse of dimensionality may still occur
in the level of subsystems given their range of state and input sets. These challenges motivate
the need to employ control barrier certificates as a discretization-free approach for synthesizing
controllers for complex stochastic systems. In this respect, discretization-free techniques based on
barrier certificates for stochastic hybrid systems are initially proposed in [26]. Stochastic safety
verification using barrier certificates for switched diffusion processes and classes of stochastic hybrid
systems is, respectively, proposed in [29] and [8]. Verification of MDPs using barrier certificates
is proposed in [1]. Temporal logic synthesis of stochastic systems via control barrier certificates
is presented in [9]. Compositional construction of control barrier certificates for discrete-time
stochastic control and switched systems is respectively proposed in [2, 17].

Contributions. This paper proposes a compositional scheme based on dissipativity approaches
for the construction of control barrier certificates for a class of continuous-time continuous-space
stochastic hybrid systems, namely, jump-diffusion systems. Particularly, we compositionally
construct control barrier certificates of interconnected jump-diffusion systems based on so-called
control storage certificates of subsystems by leveraging dissipativity-type compositionality reasoning.
The proposed compositionality condition can enjoy the structure of the interconnection topology
and may not require any constraints on the number or even gains of subsystems (cf. Remark 6 and
the case study). Using those constructed control barrier certificates, one can quantify upper bounds
on probabilities that interconnected systems reach certain unsafe regions in finite-time horizons. We
finally utilize a systematic technique based on the sum-of-squares (SOS) optimization program [24]
to search for control storage certificates of subsystems. We illustrate the effectiveness of our
proposed results by applying them to a temperature regulation in a circular building containing
1000 rooms by compositionally synthesizing safety controllers (together with the corresponding
control storage certificates) regulating the temperature of each room in a comfort zone within a
bounded-time horizon. We also apply our proposed techniques to a fully-interconnected network
to show their applicabilities to non-sparse interconnection topologies.

Recent Works. Compositional construction of control barrier certificates for continuous-time
stochastic systems is also proposed in [18], but using a different compositionality scheme, namely,
based on small-gain conditions. Our proposed compositionality approach here is potentially less
conservative than the one presented in [18] since the dissipativity-type compositional reasoning,
proposed in this work, can enjoy the structure of the interconnection topology and may not require
any constraints on the number or gains of the subsystems (cf. Remark 6). Furthermore, the
provided results in [18] ask an additional condition (i.e., [18, condition (3)]) which is required
for the satisfaction of small-gain type compositionality conditions, while we do not need such
an extra condition in our setting. Besides, we enlarge the class of systems here to a fragment of
continuous-time stochastic hybrid ones by adding Poisson processes to the dynamics, whereas the
results in [18] only deal with systems described by stochastic differential equations without jumps.

Control barrier functions for stochastic systems in the presence of process and measurement
noises are presented in [5]. Although the proposed results in [5] are also for continuous-time
stochastic systems, they are only presented in a monolithic framework and dealing only with
Brownian motions as sources of the noise. In comparison, we propose here a compositional
approach for the construction of barrier functions for networks of stochastic systems affected by
both Brownian motions and Poisson processes. The results in [5] propose a rather qualitative
satisfaction of safety specification in which the safety property is either satisfied with the probability
1 or not satisfied. As a result, the proposed approach there is very conservative and the proposed
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optimization problem is not going to be feasible for many scenarios depending on different dynamics
and safety specifications. In contrast, our work proposes a quantitative version of satisfaction in
which one can get a lower bound on the probability of satisfaction which is less than one.

2 Continuous-Time Stochastic Hybrid Systems

2.1 Notation and Preliminaries
The following notation is utilized throughout the paper. We denote sets of nonnegative and positive
integers by N0 := {0, 1, 2, . . .} and N := {1, 2, 3, . . .}, respectively. The symbols R, R>0, and R≥0
denote sets of real, positive, and nonnegative real numbers, respectively. We use Rn to denote
an n-dimensional Euclidean space and Rn×m to denote the space of real matrices with n rows
and m columns. We denote by diag(a1, . . . , aN ) and blkdiag(a1, . . . , aN ), respectively, a diagonal
matrix in RN×N with diagonal scalar and matrix entries a1, . . . , aN starting from the upper left
corner. Given a matrix A ∈ Rn×m, Tr(A) represents the trace of A which is the sum of all its
diagonal elements. We employ x = [x1; . . . ;xN ] to denote the corresponding vector of a dimension∑
i ni, given N vectors xi ∈ Rni , ni ∈ N, and i ∈ {1, . . . , N}. Given a vector x ∈ Rn, ∥x∥ denotes

the Euclidean norm of x. Given functions fi : Xi → Yi, for any i ∈ {1, . . . , N}, their Cartesian
product

∏N
i=1 fi :

∏N
i=1 Xi →

∏N
i=1 Yi is defined as (

∏N
i=1 fi)(x1, . . . , xN ) = [f1(x1); . . . ; fN (xN )].

The identity matrix in Rn×n is denoted by In. A function γ : R≥0 → R≥0, is said to be a class K
function if it is continuous, strictly increasing, and γ(0) = 0. A class K function γ(·) is said to be
a class K∞ if γ(r) → ∞ as r → ∞.

We consider a probability space (Ω,FΩ,PΩ), where Ω is the sample space, FΩ is a sigma-algebra
on Ω comprising subsets of Ω as events, and PΩ is a probability measure that assigns probabilities to
events. We assume that triple (Ω,FΩ,PΩ) is endowed with a filtration F = (Fs)s≥0 satisfying the
usual conditions of completeness and right continuity. Let (Ws)s≥0 be a b-dimensional F-Brownian
motion and (Ps)s≥0 be an r-dimensional F-Poisson process. We assume that the Poisson process
and Brownian motion are independent of each other. The Poisson process Ps = [P1

s; · · · ;Pr
s]

models r events whose occurrences are assumed to be independent of each other.

2.2 Continuous-Time Stochastic Hybrid Systems
We consider a class of continuous-time stochastic hybrid systems (ct-SHS) as formalized in the
following definition.

▶ Definition 1. A continuous-time stochastic hybrid system (ct-SHS) in this work is characterized
by the tuple

Σ = (X,U,W,U ,W, f, σ, ρ, Y1, Y2, h1, h2), (1)

where:
X ⊆ Rn is the state set of the system;
U ⊆ Rm is the external input set of the system;
W ⊆ Rp is the internal input set of the system;
U and W are respectively subsets of sets of all F-progressively measurable processes taking
values in Rm and Rp;
f : X × U × W → Rn is the drift term which is globally Lipschitz continuous: there exist
constants Lx,Lν ,Lw ∈ R≥0 such that ∥f(x, ν, w) − f(x′, ν′, w′)∥ ≤ Lx∥x − x′∥ + Lν∥ν −
ν′∥ + Lw∥w − w′∥ for all x, x′ ∈ X, for all ν, ν′ ∈ U , and for all w,w′ ∈ W ;
σ : Rn → Rn×b is the diffusion term which is globally Lipschitz continuous with the Lipschitz
constant Lσ;

LITES
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ρ : Rn → Rn×r is the reset term which is globally Lipschitz continuous with the Lipschitz
constant Lρ;
Y1 ⊆ Rq1 is the external output set of the system;
Y2 ⊆ Rq2 is the internal output set of the system;
h1 : X → Y1 is the external output map;
h2 : X → Y2 is the internal output map.

A continuous-time stochastic hybrid system Σ satisfies

Σ :


dξ(t) = f(ξ(t), ν(t), w(t))dt+ σ(ξ(t))dWt + ρ(ξ(t))dPt,
ζ1(t) = h1(ξ(t)),
ζ2(t) = h2(ξ(t)),

(2)

P-almost surely (P-a.s.) for any ν ∈ U and any w ∈ W , where stochastic processes ξ : Ω×R≥0 → X,
ζ1 : Ω × R≥0 → Y1, and ζ2 : Ω × R≥0 → Y2 are, respectively, called the solution process and the
external and internal output trajectories of Σ. We also use ξaνw(t) to denote the value of the
solution process at the time t ∈ R≥0 under input trajectories ν and w from an initial condition
ξaνw(0) = a P-a.s., where a is a random variable that is F0-measurable. We also denote by
ζ1aνw and ζ2aνw the external and internal output trajectories corresponding to the solution process
ξaνw. Here, we assume that the Poisson processes Pẑs, for any ẑ ∈ {1, . . . , r}, have rates λ̄ẑ. We
emphasize that the postulated assumptions on f, σ, and ρ ensure existence, uniqueness, and strong
Markov property of the solution process [22].

Given the ct-SHS in (1), we are interested in Markov policies to control the system as defined
in the next definition.

▶ Definition 2. A Markov policy for the ct-SHS Σ in (1) is a map ϱ : B(U) ×X × R≥0 → [0, 1],
with B(U) being the Borel sigma-algebra on the external input space, such that ϱ(·

∣∣ · , t) is a
universally measurable stochastic kernel for all t ∈ R≥0 [27]. For any state x ∈ X at time t, the
input ν(t) is chosen according to the probability measure ϱ(·

∣∣x, t).
Although we define continuous-time stochastic hybrid systems with outputs, we assume the

full-state information is available for the sake of controller synthesis. The role of outputs are
mainly for the sake of interconnecting systems as explained in detail in Section 4.

Given the main contribution of this work which is developing a compositional approach
for the construction of control barrier certificates, we are ultimately interested in investigating
interconnected systems without having internal signals. In this case, the tuple (1) reduces to
(X,U,U , f, σ, ρ, Y, h) with f : X × U → Rn, and ct-SHS (2) can be re-written as

Σ :
{

dξ(t) = f(ξ(t), ν(t)) dt+ σ(ξ(t)) dWt + ρ(ξ(t)) dPt,
ζ(t) = h(ξ(t)).

In the next sections, we propose an approach for the compositional construction of control
barrier certificates for interconnected ct-SHS. To do so, we define, in the next section, notions of
control storage and barrier certificates for ct-SHS and interconnected versions, respectively.

3 Control Storage and Barrier Certificates

In this section, we first introduce a notion of control storage certificates (CSC) for ct-SHS with
both internal and external signals. We then define a notion of control barrier certificates (CBC) for
ct-SHS with only external signals. We leverage the former notion to compositionally construct the
latter one for interconnected systems. We then employ the latter notion to quantify upper bounds
on the probability that the interconnected system reaches certain unsafe regions in finite-time
horizons.
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▶ Definition 3. Consider a ct-SHS Σ = (X,U,W,U ,W, f, σ, ρ, Y1, Y2, h1, h2). Let X0, X1 ⊆ X be
initial and unsafe sets of the system, respectively. A twice differentiable function B : X → R≥0
is called a control storage certificate (CSC) for Σ if there exist κ ∈ K∞, γ, λ, ψ ∈ R≥0, and a
symmetric matrix X̄ with conformal block partitions X̄zz̄, z, z̄ ∈ {1, 2}, where X̄22 ⪯ 0, such that

∀x ∈ X0,

B(x) ≤ γ, (3)

∀x ∈ X1,

B(x) ≥ λ, (4)

and ∀x ∈ X, ∃ν ∈ U , such that ∀w ∈ W ,

LB(x) ≤ −κ(B(x)) + ψ +
[

w

h2(x)

]T[
X̄11 X̄12

X̄21 X̄22

]
︸ ︷︷ ︸

X̄:=

[
w

h2(x)

]
, (5)

where LB is the infinitesimal generator of the stochastic process acting on the function B [21],
as defined in the next remark.

▶ Remark 1. Note that the infinitesimal generator L of the process ξ(t) acting on the function
B : X → R≥0 is defined as

LB(x) = ∂xB(x)f(x, ν, w) + 1
2Tr(σ(x)σ(x)T∂x,xB(x)) +

r∑
j=1

λ̄j( B(x+ ρ(x)er
j) − B(x)), (6)

where ∂xB(x) =
[∂B(x)
∂xi

]
i

is a row vector, ∂x,xB(x) =
[ ∂2B(x)
∂xi∂xj

]
i,j
, λ̄j is the rate of Poisson process,

and er
j denotes an r-dimensional vector with 1 on the j-th entry and 0 elsewhere.

▶ Remark 2. Since the control input ν in condition (5) is independent of internal inputs w (i.e.,
state information of other subsystems), the employed quantifier in (5) implicitly implies that one
can synthesize decentralized controllers for Σ . However, one can design distributed control policies
by changing the sequence of the quantifier in (5) to ∀x ∈ X,∀w ∈ W, ∃ν ∈ U . In this case, the
chance of finding control storage certificates gets increased; however, one needs to measure the
state information of other subsystems to deploy the synthesized controllers.

▶ Remark 3. Note that a local storage certificate captures the role of w (i.e., the effect of interaction
between subsystems in the interconnected topology) using the quadratic term in the right-hand
side of (5). This term is interpreted in dissipativity theory as the supply rate of the system [3]
which is initially used to show the stability of a network based on stabilities of its subsystems.
Here, we choose this function to be quadratic which results in tractable compositional conditions
later in the form of linear matrix inequalities (cf. (13)).

Now we modify the above notion for the interconnected ct-SHS without internal signals. This
notion will be utilized in Theorem 5 for quantifying upper bounds on the probability that the
interconnected system (without internal signals) reaches certain unsafe regions in a finite-time
horizon.

▶ Definition 4. Consider the (interconnected) system Σ = (X,U,U , f, σ, ρ, Y, h), and X0, X1 ⊆ X

as respectively initial and unsafe sets of the interconnected system. A twice differentiable function
B : X → R≥0 is called a control barrier certificate (CBC) for Σ if

LITES
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∀x ∈ X0,

B(x) ≤ γ (7)

∀x ∈ X1,

B(x) ≥ λ (8)

and ∀x ∈ X, ∃ν ∈ U such that

LB(x) ≤ −κ(B(x)) + ψ, (9)

for some κ ∈ K∞, γ, λ, ψ ∈ R≥0, with λ > γ.

▶ Remark 4. Note that stochastic storage certificates satisfying conditions (3)-(5) are not useful
on their own to ensure the safety of the corresponding subsystems and the interconnected system
as a whole. Stochastic storage certificates are some appropriate tools used to construct overall
control barrier certificates given that some compositionality conditions are satisfied (cf. (13),(14)).
The safety of the system can then be verified via Theorem 5 only using the constructed control
barrier certificate.

The next theorem shows the usefulness of CBC to quantify upper bounds on the probability
that the interconnected system reaches certain unsafe regions in a finite-time horizon.

▶ Theorem 5. Let Σ = (X,U,U , f, σ, ρ, Y, h) be an (interconnected) ct-SHS without internal
signals. Suppose B is a CBC for Σ as in Definition 4, and there exists a constant κ̂ ∈ R>0 such
that the function κ ∈ K∞ in (9) satisfies κ(s) ≥ κ̂s, ∀s ∈ R≥0. Then the probability that the
solution process of Σ starts from any initial state ξ(0) = x0 ∈ X0 and reaches X1 under the policy
ν(·) within a time horizon [0, Td] ⊆ R≥0 is formally quantified as

Px0
ν

{
ξ(t) ∈ X1 for some 0 ≤ t ≤ Td

∣∣ ξ(0) = x0

}
≤

1 − (1 − γ
λ )e−ψTd

λ , if λ ≥ ψ
κ̂ ,

κ̂γ+(eκ̂Td−1)ψ
κ̂λeκ̂Td

, if λ ≤ ψ
κ̂ .

(10)

The proof of Theorem 5 is provided in Appendix.

▶ Remark 5. In Section 5, we reformulate conditions of Definition 4 as an optimization problem
such that one can minimize values of γ and ψ in order to obtain a better upper bound that is as
tight as possible.

In the next section, we analyze networks of stochastic hybrid subsystems and show under
which conditions one can construct a CBC of an interconnected system utilizing the corresponding
CSC of subsystems.

4 Compositional Construction of CBC

In this section, we analyze networks of stochastic hybrid subsystems, i ∈ {1, . . . , N},

Σi = (Xi, Ui,Wi,Ui,Wi, fi, σi, ρi, Y1i , Y2i , h1i , h2i), (11)

and discuss how to construct a CBC of the interconnected system based on CSC of subsystems
using dissipativity-type compositional conditions. We first formally define the interconnected
stochastic hybrid systems.
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▶ Definition 6. Consider N ∈ N stochastic hybrid subsystems Σi = (Xi, Ui,Wi,Ui,Wi, fi, σi, ρi,

Y1i , Y2i , h1i , h2i), i ∈ {1, . . . , N}, and a matrix M defining the coupling between these subsystems.
We require the condition M

∏N
i=1 Y2i ⊆

∏N
i=1 Wi to have a well-posed interconnection. The inter-

connection of Σi, ∀i ∈ {1, . . . , N}, is the ct-SHS Σ = (X,U,U , f, σ, Y, h), denoted by I(Σ1, . . . ,ΣN ),
such that X :=

∏N
i=1 Xi, U :=

∏N
i=1 Ui, f :=

∏N
i=1 fi, σ := blkdiag(σ1(x1), . . . , σN (xN )),

ρ := blkdiag(ρ1(x1), . . . , ρN (xN )), Y :=
∏N
i=1 Y1i, and h =

∏N
i=1 h1i, with the internal inputs

constrained according to

[w1; · · · ;wN ] = M [h21(x1); · · · ;h2N (xN )].

We assume that for hybrid subsystems Σi, i ∈ {1, . . . , N}, there exist CSC Bi as defined
in Definition 3 with the corresponding functions, constant, and matrices denoted by κi ∈ K∞,
γi, λi, ψi ∈ R≥0, X̄i, X̄11

i , X̄12
i , X̄21

i , and X̄22
i . In the next theorem, we compositionally construct

a control barrier certificate for the interconnected system Σ as in Definition 4.

▶ Theorem 7. Consider an interconnected stochastic hybrid system Σ = I(Σ1, . . . ,ΣN ) induced by
N ∈ N stochastic hybrid subsystems Σi and the coupling matrix M . Suppose that each subsystem
Σi admits a CSC Bi as defined in Definition 3 with the corresponding initial and unsafe sets X0i
and X1i , respectively. Then

B(x) :=
N∑
i=1

µiBi(xi) (12)

is a CBC for the interconnected system Σ = I(Σ1, . . . ,ΣN ) with the corresponding initial and
unsafe sets X0 :=

∏N
i=1 X0i , X1 :=

∏N
i=1 X1i , respectively, if there exist µi > 0, i ∈ {1, . . . , N},

such that[
M

Iq̃

]T
X̄cmp

[
M

Iq̃

]
⪯ 0, (13)

N∑
i=1

µiλi >

N∑
i=1

µiγi, (14)

where

X̄cmp :=



µ1X̄
11
1 µ1X̄

12
1

. . . . . .
µN X̄

11
N µN X̄

12
N

µ1X̄
21
1 µ1X̄

22
1

. . . . . .
µN X̄

21
N µN X̄

22
N


, (15)

and q̃ =
∑N
i=1 q2i with q2i being dimensions of the internal output of subsystems Σi.

The proof of Theorem 7 is provided in Appendix.
▶ Remark 6. Condition (13) is similar to the LMI appeared in [3] as a compositional stability
condition based on the dissipativity theory. It is shown in [3] that this condition holds independently
of the number of subsystems in many physical applications with particular interconnection
topologies, e.g., skew symmetric.
▶ Remark 7. Note that the condition (14) in general is not very restrictive since constants µi
in (12) play a significant role in rescaling CSC for subsystems while normalizing the effect of
internal gains of other subsystems. One can expect that condition (14) holds in many applications
due to this rescaling.

LITES
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5 Computation of CSC

In this section, we formulate the proposed conditions in Definition 3 as a sum-of-squares (SOS)
optimization problem [24] and provide a systematic approach for computing CSC and corresponding
control policies for subsystems Σi. The SOS optimization technique relies on the fact that a
polynomial is non-negative if it can be written as a sum of squares of different polynomials. In
order to utilize an SOS optimization, we raise the following assumption.

▶ Assumption 1. Subsystem Σi has a continuous state set Xi ⊆ Rni and continuous external and
internal input sets Ui ⊆ Rmi and Wi ⊆ Rpi . Moreover, the drift term fi : Xi ×Ui ×Wi → Rni is a
polynomial function of the state xi and external and internal inputs νi, wi. Furthermore, diffusion
and reset terms σi : Rni → Rni×bi and ρi : Rni → Rni×ri are polynomial functions of the state xi.

Under Assumption 1, one can reformulate the proposed conditions in Definition 3 as an SOS
optimization problem to search for a polynomial CSC Bi(·), and a polynomial control policy νi(·).
The following lemma provides a set of sufficient conditions for the existence of such CSC required
in Definition 3, which can be solved now as an SOS optimization problem.

▶ Lemma 8. Suppose Assumption 1 holds and sets X0i , X1i , Xi, Ui,Wi can be defined by vectors
of polynomial inequalities X0i = {xi ∈ Rni | g0i(xi) ≥ 0}, X1i = {xi ∈ Rni | g1i(xi) ≥ 0},
Xi = {xi ∈ Rni | gi(xi) ≥ 0}, Ui = {νi ∈ Rmi | gνi(νi) ≥ 0}, and Wi = {wi ∈ Rpi | gwi(wi) ≥ 0},
where the inequalities are defined element-wise. Suppose there exist a sum-of-square polynomial
Bi(xi), constants γi, λi, ψi ∈ R≥0, functions κi ∈ K∞, a symmetric matrix X̄i with conformal block
partitions X̄zz̄

i , z, z̄ ∈ {1, 2}, where X̄22
i ⪯ 0, polynomials lνji(x) corresponding to the jth input

in νi = [ν1i ; ν2i ; . . . ; νmi ] ∈ Ui ⊆ Rmi , and vectors of sum-of-squares polynomials l0i(xi), l1i(xi),
li(xi, νi, wi), lνi(xi, νi, wi), and lwi(xi, νi, wi) of appropriate dimensions such that the following
expressions are sum-of-squares polynomials:

−Bi(xi) − lT0i(xi)g0i(xi) + γi (16)
Bi(xi) − lT1i(xi)g1i(xi) − λi (17)

−LBi(xi) − κi(Bi(xi)) +
[

wi
h2i(xi)

]T[
X̄11
i X̄12

i

X̄21
i X̄22

i

][
wi

h2i(xi)

]
+ ψi−

mi∑
j=1

(νji−lνji(xi))−lTi (xi, νi, wi)gi(xi)−lTνi(xi, νi, wi)gνi(νi)−lTwi(xi, νi, wi)gwi(wi).

(18)

Then, Bi(xi) satisfies conditions (3)-(5) in Definition 3 and νi = [lν1i
(xi); . . . ; lνmi (xi)], i ∈

{1, . . . , N}, is the corresponding safety controller.

The proof of Lemma 8 is provided in Appendix.

▶ Remark 8. Note that function κi(·) in (18) can cause nonlinearity on unknown parameters of Bi.
A possible way to avoid this issue is to consider a linear function κi(s) = κ̂is,∀s ∈ R≥0, with some
given constant κ̂i ∈ R>0. Then one can employ bisection method to minimize the value of κ̂i.

▶ Remark 9. Note that for computing the sum-of-squares polynomial Bi(xi) fulfilling reformulated
conditions (16)-(18), one can readily employ existing software tools available in the literature such
as SOSTOOLS [23] together with a semi-definite programming (SDP) solver such as SeDuMi [28].
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Σ1

Σ2

Σ3 Σ4

Σ5

Σ1000

Figure 1 A circular building in a network of 1000 rooms.

6 Case Studies

6.1 Room Temperature Network
To illustrate the effectiveness of the proposed results, we first apply our approaches to a temperature
regulation in a network of 1000 rooms, each equipped with a heater and connected circularly
as depicted in Figure 1. We compute the CSC of each room while compositionally synthesizing
safety controllers to regulate the temperature of each room in a comfort zone for a bounded-time
horizon.

The model of this case study is borrowed from [6] by including stochasticity in the model. The
evolution of the temperature T (·) can be described by the interconnected jump-diffusion

Σ :
{

dT (t) = (AT (t) + θThν(t) + βTE)dt+GdWt +RdPt,
ζ(t) = T (t),

where A is a matrix with diagonal elements aii = −2η − β − θνi(t), i ∈ {1, . . . , n}, off-diagonal
elements ai,i+1 = ai+1,i = a1,n = an,1 = η, i ∈ {1, . . . , n − 1}, and all other elements are
identically zero. Parameters η = 0.005, β = 0.06, and θ = 0.156 are conduction factors,
respectively, between rooms i ± 1 and i, the external environment and the room i, and the
heater and the room i. Moreover, G = R = 0.1In, TE = [Te1 ; . . . ;Ten ], T (t) = [T1(t); . . . ;Tn(t)],
and ν(t) = [ν1(t); . . . ; νn(t)]. Outside temperatures are the same for all rooms: Tei = −15 ◦C,
∀i ∈ {1, . . . , n}, and the heater temperature is Th = 48 ◦C. We consider the rates of Poisson
processes as λ̄i = 0.1,∀i ∈ {1, . . . , n}. Now by considering the individual rooms as Σi described by

Σi :


dTi(t) = (aiiTi(t) + θThνi(t) + ηwi(t) + βTei)dt+ 0.1dWti + 0.1dPti ,
ζ1i(t) = Ti(t),
ζ2i(t) = Ti(t),

(19)

one can readily verify that Σ = I(Σ1, . . . ,ΣN ) where the coupling matrix M is defined as
mi,i+1 = mi+1,i = m1,n = mn,1 = 1, i ∈ {1, . . . , n− 1}, and all other elements are identically zero.

The regions of interest in this example areXi = [1 50], X0i = [19.5 20], X1i = [1 17]∪[23 50],∀i ∈
{1, . . . , n}. The main goal is to find a CBC for the interconnected system, using which a safety
controller is synthesized for Σ maintaining the temperatures of rooms in the comfort zone
W = [17 23]1000. The idea here is to search for CSC and accordingly design local controllers for
subsystems Σi. Consequently, the controller for the interconnected system Σ is simply a vector
such that its ith component is the controller for subsystem Σi. We employ the software tool
SOSTOOLS [23] and the SDP solver SeDuMi [28] to compute CSC as described in Section 5.
According to Lemma 8, we compute CSC of order 2 as Bi(Ti) = 0.3112T 2

i − 12.3035Ti + 121.59906

LITES
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and the corresponding safety controller νi(Ti) = −0.0120155Ti+0.7 for all i ∈ {1, . . . , n}. Moreover,
the corresponding constants and functions in Definition 3 satisfying conditions (3)-(5) are quantified
as γi = 0.08, λi = 2.7, κi(s) = κ̂is,∀s ∈ R≥0 with κ̂i = 10−7, ψi = 5 × 10−3, and

X̄i =
[
κ̂ie

−4η2 0
0 −κ̂ie−4θ2T 2

h

]
. (20)

We now proceed with Theorem 7 to construct a CBC for the interconnected system using CSC
of subsystems. By selecting µi = 1,∀i ∈ {1, . . . , n}, and utilizing X̄i in (20), the matrix X̄cmp in
(15) reduces to

X̄cmp =
[
κ̂ie

−4η2In 0
0 −κ̂ie−4θ2T 2

hIn

]
,

and condition (13) is reduced to[
M

In

]T
X̄cmp

[
M

In

]
= κ̂ie

−4η2MTM − κ̂ie
−4θ2T 2

hIn ⪯ 0,

without requiring any restrictions on the number or gains of subsystems. We used M = MT, and
4κ̂ie−4η2 − κ̂ie

−4θ2T 2
h ⪯ 0 by employing Gershgorin circle theorem [4] to show the above LMI.

Moreover, the compositionality condition (14) is also met since λi > γi,∀i ∈ {1, . . . , n}. Then by
employing the results of Theorem 7, one can conclude that B(T ) =

∑1000
i=1 (0.3112T 2

i − 12.3035Ti +
121.59906) is a CBC for the interconnected system Σ with γ = 80, λ = 2700, κ(s) = 10−7s,∀s ∈
R≥0, and ψ = 5. Accordingly, ν(T ) = [−0.0120155T1 + 0.7; . . . ; −0.0120155T1000 + 0.7] is the
overall safety controller for the interconnected system.

By employing Theorem 5, one can guarantee that the temperature of the interconnected system
Σ starting from initial conditions inside X0 = [19.5 20]1000 remains in the safe set [17 23]1000

during the time horizon Td = 10 with the probability of at least 96%, i.e.,

Px0
ν

{
ξ(t) /∈ X1 | ξ(0) = x0, ∀t ∈ [0, 10]

}
≥ 0.96 . (21)

Closed-loop state trajectories of a representative room with 10 different noise realizations are
illustrated in Figure 2.

With the assumption that all dynamics and barrier certificates are polynomial types, the
computational complexity of using SOS in our setting is linear with respect to the number of
subsystems. Whereas, if one is interested in solving the problem in a monolithic manner, the
complexity will be polynomial in terms of the number of subsystems [30]. In the worst-case
scenario, the computational complexity in the monolithic manner will be exponential in terms of
the number of subsystems if the underlying dynamics and barrier certificates are not polynomial.

Importance of Compositionality Conditions. In order to demonstrate the importance of the
compositionality conditions, we raise the following counter example. Consider a network of two
rooms each equipped with a heater and connected circularly, as illustrated in Figure 3, with
dynamics as in (19) with Tei = −100,∀i ∈ {1, 2}. One can readily verify that Σ = I(Σ1,Σ2)

where the coupling matrix M is defined as M =
[
0 1
1 0

]
. Let regions of interest be the same as

before. We compute CSC of order 2 as Bi(Ti) = 0.76484T 2
i − 30.18033Ti + 297.73079 and its

corresponding controller νi(Ti) = 0.0120155Ti + 0.7 for all i ∈ {1, 2}, with

X̄i =
[
4 × 10−4 20

20 5 × 10−4

]
.
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Figure 2 Closed-loop state trajectories of a representative room with 10 noise realizations in a network
of 1000 rooms.

I(Σ1,Σ2)

Σ1: Room 1

Σ2: Room 2

ζ11ν1

ζ12
ν2

ζ21

w2 ζ22

w1

Figure 3 Interconnection of two rooms Σ1 and Σ2.

We now select µi = 1,∀i ∈ {1, 2}, and construct the matrix X̄cmp in (15) as

X̄cmp =


4 × 10−4 0 20 0

0 4 × 10−4 0 20
20 0 5 × 10−4 0
0 20 0 5 × 10−4

.

Now we check the compositionality condition in (13) as

[
M

In

]T
X̄cmp

[
M

In

]
⪯̸ 0,

with eigenvalues equal to −39.9991 and 40.0009. Since the compositionality condition is violated,
one cannot automatically conclude that B(T ) = B1(T1) + B2(T2) is a barrier certificate for the
overall system. To show this issue, we employ B(T ) = 0.76484T 2

1 − 30.18033T1 + 297.73079 +
0.76484T 2

2 − 30.18033T2 + 297.73079 and check the corresponding conditions for the overall barrier
certificate (i.e., conditions (7)-(9)) with γ = γ1 + γ2, λ = λ1 + λ2, ψ = ψ1 + ψ2. As it can
be observed from Figures 4-6, although conditions (7),(8) are satisfied for the overall barrier
certificates B(T ) = B1(T1) + B2(T2), condition (9) is violated since it is positive at some ranges of
X1 ×X2.

Then one can readily verify that B(T ) = B1(T1) + B2(T2) is not necessarily a barrier certificate
for the overall network ensuring its safety even though all the rooms are the same and storage
certificates are input independent.
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Figure 4 Satisfaction of condition (7). As observed, this condition is negative for all ranges of x1 ∈ X01

and x2 ∈ X02 .

Figure 5 Satisfaction of condition (8). The condition is negative for all ranges of x1 ∈ X11 and
x2 ∈ X12 .

Figure 6 Violation of condition (9). As observed, this condition is positive for some ranges of x1 ∈ X1

and x2 ∈ X2.



A. Nejati and M. Zamani 06:13

6.2 Fully-Interconnected Network
To show the applicability of our approach to strongly connected networks, we consider intercon-
nected linear ct-SHS

Σ :
{

dξ(t) = (Ḡξ(t) +Bν(t))dt+GdWt +RdPt,
ζ(t) = ξ(t),

with matrix Ḡ= (−In − L) ∈ Rn×n, where L is the Laplacian matrix of a complete graph [7]:

L =


n− 1 −1 · · · · · · −1
−1 n− 1 −1 · · · −1
−1 −1 n− 1 · · · −1
...

. . . . . .
...

−1 · · · · · · −1 n− 1


n×n

.

We partition ξ(t) = [ξ1(t); . . . ; ξn(t)], and ν(t) = [ν1(t); . . . ; νn(t)]. Moreover, B = 0.15In and
G = R = 0.1In. We also consider rates of Poisson processes as λ̄i = 0.1,∀i ∈ {1, . . . , n}. Now by
considering the individual subsystems as

Σi :


dξi(t) = (−ξi(t) + 0.15νi(t) + wi(t))dt+ 0.1dWti + 0.1dPti ,
ζ1i(t) = ξi(t),
ζ2i(t) = ξi(t),

one can readily verify that Σ = I(Σ1, . . . ,ΣN ) where the coupling matrix M is defined as M = −L.
The regions of interest in this example are Xi = [2 6], X0i = [2 4], X1i = [5 6],∀i ∈ {1, . . . , n}.

For the sake of simulation, we fix n = 15. The main goal is to find a CBC for the interconnected
system and design its corresponding safety controller Σ maintaining the state of the interconnected
system in the safe set W = [2 5]15. According to Lemma 8, we compute CSC of order 4
as Bi(xi) = 0.0002x4

i − 0.0024x3
i + 0.0109x2

i − 0.0207xi + 0.0146 and the corresponding safety
controller νi(xi) = −5.1465x2

i + 60.3564 for all i ∈ {1, . . . , 15}. The corresponding constants
and functions in Definition 3 satisfying conditions (3)-(5) are computed as γi = 10−4, λi =
2 × 10−3, κi(s) = κ̂is,∀s ∈ R≥0 with κ̂i = 10−7, ψi = 10−6, and

X̄i =
[
10−6 10−2

10−2 −5 × 10−4

]
. (22)

We now proceed with Theorem 7 to construct a CBC for the interconnected system using CSC
of subsystems. By selecting µi = 1,∀i ∈ {1, . . . , n}, and utilizing X̄i in (22), the matrix X̄cmp in
(15) is reduced to

X̄cmp =
[
10−6In 10−2In
10−2In −5 × 10−4In

]
,

and condition (13) is reduced to[
−L
In

]T
X̄cmp

[
−L
In

]
= 10−6LTL− 10−2(L+ LT ) − 5 × 10−4In ⪯ 0,

which is always satisfied without requiring any restrictions on the number or gains of subsystems.
In order to show the above LMI, we used L = LT ⪰ 0 which is always true for Laplacian
matrices of undirected graphs. Moreover, the compositionality condition (14) is also satisfied
since λi > γi,∀i ∈ {1, . . . , n}. Then by employing Theorem 7, one can conclude that B(x) =
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∑15
i=1(0.0002x4

i − 0.0024x3
i + 0.0109x2

i − 0.0207xi + 0.0146) is a CBC for the interconnected
system Σ with γ = 0.0015, λ = 0.03, κ(s) = 10−7s,∀s ∈ R≥0, and ψ = 1.5 × 10−5. Accordingly,
ν(x) = [−5.1465x2

1 + 60.3564; . . . ; −5.1465x2
15 + 60.3564] is the overall safety controller for the

interconnected system.
By leveraging Theorem 5, one can guarantee that the state of the interconnected system Σ

starting from initial conditions inside X0 = [2 4]15 remains in the safe set [2 5]15 during the time
horizon Td = 10 with the probability of at least 95%, i.e.,

Px0
ν

{
ξ(t) /∈ X1 | ξ(0) = x0, ∀t ∈ [0, 10]

}
≥ 0.95 .

Closed-loop state trajectories of a representative subsystem with 10 different noise realizations are
illustrated in Figure 7.

Figure 7 Closed-loop state trajectories of a representative subsystem with 10 noise realizations.

7 Conclusion

In this work, we proposed a compositional scheme based on dissipativity approaches for constructing
control barrier certificates of large-scale continuous-time continuous-space stochastic hybrid systems
while providing upper bounds on the probability that interconnected systems reach certain unsafe
regions in finite-time horizons. The main goal was to synthesize control policies satisfying safety
properties for interconnected systems by utilizing control storage certificates of subsystems. We
constructed control barrier certificates for interconnected stochastic systems using control storage
certificates of subsystems as long as some dissipativity-type compositional conditions hold. We
employed a systematic approach based on the sum-of-squares optimization program and computed
control storage certificates of subsystems. We illustrated our proposed results on two case studies
with circular and fully-interconnected topologies.
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8 Appendix

Proof of Theorem 5. Based on condition (8), we have X1 ⊆ {x ∈ X
∣∣ B(x) ≥ λ}. Then one has

Px0
ν

{
ξ(t) ∈ X1 for some 0 ≤ t ≤ Td

∣∣ ξ(0) = x0

}
≤ Px0

ν

{
sup

0≤t≤Td
B(ξ(t)) ≥ λ

∣∣ ξ(0) = x0

}
.

(23)

One can acquire the upper bound in (10) by applying [10, Theorem 1, Chapter III] to (23) and
respectively utilizing conditions (9) and (7). ◀

Proof of Theorem 7. We first show that conditions (7) and (8) in Definition 4 hold. For any
x := [x1; . . . ;xN ] ∈ X0 =

∏N
i=1 X0i and from (3)
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B(x) =
N∑
i=1

µiBi(xi) ≤
N∑
i=1

µiγi = γ,

and similarly for any x := [x1; . . . ;xN ] ∈ X1 =
∏N
i=1 X1i and from (4)

B(x) =
N∑
i=1

µiBi(xi) ≥
N∑
i=1

µiλi = λ,

satisfying conditions (7) and (8) with γ =
∑N
i=1 µiγi and λ =

∑N
i=1 µiλi. Note that λ > γ

according to (14). Now, we show that the condition (9) holds, as well. One can obtain the chain
of inequalities in (24) using condition (13) and by defining κ(·), ψ as

κ(s) := min
{ N∑
i=1

µiκi(si)
∣∣ si≥ 0,

N∑
i=1

µisi = s
}
,

ψ :=
N∑
i=1

µiψi.

Then B is a CBC for Σ, which completes the proof. ◀

Proof of Lemma 8. Since condition (16) is sum-of-squares, we have 0 ≤ Bi(xi) − lT0i(xi)gi(xi) −
γi. Since the term lT0i(xi)g0i(xi) is non-negative over X0, the new condition (16) implies the
condition (3) in Definition 3. Similarly, one can show that (17) implies condition (4) in Definition 3.
Now we show that condition (18) implies (5), as well. By selecting external inputs νji = lνji(xi)
and since terms lTi (xi, νi, wi)gi(xi), lTνi(xi, νi, wi)gνi(νi), l

T
wi(xi, νi, wi)gwi(wi) are non-negative over

the set X, we have

LBi(xi) ≤ −κi(Bi(xi)) + ψi +
[

wi
h2i(xi)

]T[
X̄11
i X̄12

i

X̄21
i X̄22

i

][
wi

h2i(xi)

]
,

which implies that the function Bi(xi) is a CSC and completes the proof. ◀
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LB(x) = L
N∑
i=1

µiBi(xi) =
N∑
i=1

µiLBi(xi)

≤
N∑
i=1

µi
(

− κi(Bi(xi)) + ψi +
[

wi
h2i(xi)

]T [
X̄11
i X̄12

i

X̄21
i X̄22

i

] [
wi

h2i(xi)

] )
=

N∑
i=1

−µiκi(Bi(xi)) +
N∑
i=1

µiψi

+



w1
...
wN

h21(x1)
...

h2N (xN )



T

µ1X̄
11
1 µ1X̄

12
1

. . . . . .
µN X̄

11
N µN X̄

12
N

µ1X̄
21
1 µ1X̄

22
1

. . . . . .
µN X̄

21
N µN X̄

22
N





w1
...
wN

h21(x1)
...

h2N (xN )


=

N∑
i=1

−µiκi(Bi(xi)) +
N∑
i=1

µiψi

+



M

 h21(x1)
...

h2N (xN )


h21(x1)

...
h2N (xN )



T

µ1X̄
11
1 µ1X̄

12
1

. . . . . .
µN X̄

11
N µN X̄

12
N

µ1X̄
21
1 µ1X̄

22
1

. . . . . .
µN X̄

21
N µN X̄

22
N





M

 h21(x1)
...

h2N (xN )


h21(x1)

...
h2N (xN )


=

N∑
i=1

−µiκi(Bi(xi)) +
N∑
i=1

µiψi

+

 h21(x1)
...

h2N (xN )


T[
M

Iq̃

]T


µ1X̄
11
1 µ1X̄

12
1

. . . . . .
µN X̄

11
N µN X̄

12
N

µ1X̄
21
1 µ1X̄

22
1

. . . . . .
µN X̄

21
N µN X̄

22
N


[
M

Iq̃

] h21(x1)
...

h2N (xN )



≤
N∑
i=1

−µiκi(Bi(xi)) +
N∑
i=1

µiψi ≤ −κ(B(x)) + ψ. (24)
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